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Complying	with	the	Revised	FTC	Safeguards	Rule 

The FTC recently added 145 pages of extensive and demanding cybersecurity 
requirements to the Federal GLBA Safeguards Rule dealing with privacy and 
information security. These amendments impose a series of new technical and 
administration regulations on dealers.  

NJ CAR has agreements with 3 of its partners that will provide members with easy 
solutions for all of these burdensome requirements.  

DEALER SAFEGUARD SOLUTIONS (DSGSS) 

 Allows secure collection and processing of customer data both remotely and in 
the dealership 

 Keeps showroom paperless and compliant 
 Detects fraudulent drivers’ licenses 
 Helps meets the requirements of Safeguards, Red Flags and Fair Credit Reporting 

Act  

COMPLYAUTO 

 Specializes in automating complex privacy and cybersecurity compliance 
requirements 

 Includes Comprehensive privacy and vendor management tools 
 Provides affordable internal penetration testing and vulnerability assessments 
 Helps document the control of technical and administrative requirements by the 

revised GLBA Safeguards Rule 
 

AUTOTRIEVE SCANNING & DOCUMENT STORAGE 

 Scans Deal Jackets and Repair Orders using AutoTrieve labor 
 Helps relieve dealership from liability of keeping sensitive data 
 Offers CDK Dealers option to view documents through DSDA User Interface 
 Satisfies the GLBA Safeguards Rule  

 

These three programs will dot all the i’s and cross the t’s to meet 95% of the 
requirements of the new GLBA Safeguards Rule.  For more information, or to 
schedule a demonstration, please contact: 

Judy Vann Karstadt, NJ CAR Academy Director 
jvann592@gmail.com, 732.492.1818 

 
Gail B. Caputi, NJ CAR Coordinator Member Programs 

gcaputi@njcar.org, 609.760.2043 


